
お問合せ

　    速やかにＰＣをネットワークから切り離し、システム管理者・セキュリ
　    ティ担当者へ連絡しましょう。 
　    ※Wi-Fiの接続を切る。有線の場合はLANケーブルを外す。
       その際、ＰＣの電源は決して落とさない！！  
       ※電源を切るとメモリ上の重要な情報（攻撃の痕跡など）が消えて
          しまうためです。
　しかしその後は『対応』･『事態収拾』･『再発防止計画』を
　一体どうしたら…？
　そんなとき、サイバーリスク保険がお客様をサポートいたします！

0120-25-1369

YouTubeでもサイバー攻撃の
リスクをお伝えしています。

初動編

あなたの会社は

サイバーリスク

対策は大丈夫？

サイバーリスクに関する保険のお問い
合わせ・ご依頼は

テレワークの普及を含め企業のデジタル化は急激に進んでいます。
同時にサイバー攻撃の手口も多様化・巧妙化し、既存のセキュリティシス
テムの脆弱性をつく攻撃が日々生み出されており、もはや確実な安全を
確保することが難しくなってきました。そのような状況下ではリスクをゼロには
できません。この『ゼロにはできないリスク』の転移対策に保険は有効な
手段です。

セキュリティを万全にしているから大丈夫？

もし攻撃を受けてしまったら…

はたしてそうでしょうか。

有限会社ビッグ・ワン公式


